	SYSTEM AUTHORIZATION ACCESS REQUEST (SAAR)

	Privacy Act Statement

AUTHORITY:

Executive Order 10450, 9397, and Public Law 99-474, the Computer Fraud and Abuse Act

PURPOSE OF USE:

To record names, signatures, and Social Security Numbers for the purpose of validating the trustworthiness of individuals requesting access to Department of Defense (DoD) systems and information.  NOTE:  Records may be maintained in both electronic and/or paper form.

ROUTINE USES:

None.

DISCLOSURE:

Disclosure of this information is voluntary; however, failure to provide the requested information may impede, delay, or prevent further processing of this request.



	Type of Request

 FORMCHECKBOX 
   Initial      FORMCHECKBOX 
    Modification       FORMCHECKBOX 
    Deactivate      FORMCHECKBOX 
    User ID -          
	Date  (YYYYMMDD)
     

	System Name (Platform or Application):

MIAP Access  
	Location (Physical Location of System)    



	Part I:  (To be completed by Requestor)

	1.  Name (Last, First Middle Initial)  

           
	2.  Social Security Number

            

	3.  Organization 

                                                                                  
	4.  Office Symbol/Department

            
	5.  Phone  (DSN or Commercial)

            

	6.  Official Email Address

           
	7.  Job Title & Grade/Rank

            

	8.  Official Mailing Address 

                   


	9. Citizenship

    FORMCHECKBOX 
   US                       FORMCHECKBOX 
  FN

    FORMCHECKBOX 
  Other
	10.  Designation of Person

     FORMCHECKBOX 
  Military                 FORMCHECKBOX 
  Civilian

     FORMCHECKBOX 
  Contractor

	USER AGREEMENT   

I accept the responsibility for this Information and DoD system to which I am granted access and will not exceed my authorized level of system access.  I understand that my access may be revoked or terminated for non-compliance with DoD security policies.  I accept responsibility to safeguard the information contained in these systems from unauthorized or inadvertent modification, disclosure, destruction, and use.   I understand and accept that my use of the system may be monitored as part of managing the system, protecting against unauthorized access and verifying security problems.  I agree to notify the appropriate organization that issued my account(s) when access is no longer required.



	IA.  Training and Awareness Certification Requirements (Complete as required for user or functional level access.)

                 FORMCHECKBOX 
  I have completed Annual Information Awareness Training                         Date (YYYYMMDD):       

	11.  User’s Signature:                                                                          
	12.  Date  (YYYYMMDD)                                                                                                                                                          

	Part II:  Endorsement of Access by Information Owner, User Supervisor or Government Sponsor 

(If individual is a contractor – provide company name, contract number and date of contract expiration in Block 16)

	13.  Justification for Access

            


	14.  Type of Access Required         FORMCHECKBOX 
  Authorized       FORMCHECKBOX 
  Privileged     



	15.  User Requires Access To:       FORMCHECKBOX 
   Unclassified    FORMCHECKBOX 
   Classified (Specify Category)

                                                        FORMCHECKBOX 
  Other:          

	16.  Verification of Need to Know

I certify that this user requires access as requested  FORMCHECKBOX 

 
	16a. Access Expiration Date (Contractors must specify Company Name, Contract Number, Expiration Date.  Use Block 27 if needed.)

     

	17.  Supervisor’s Name (Print name)

              
	18.  Supervisor’s Signature


	19. Date (YYYYMMDD)
     


	20.  Supervisor’s Organization/Department

              
	20a.  Supervisor’s E-Mail Address

                  
	20b.  Phone Number

                

	21.  Signature of Information Owner/OPR


	21a.  Phone Number

               
	21b.  Date (YYYYMMDD)
               


	22.  Signature of IAO or Appointee


	23.  Organization./Department

              
	24.  Phone Number 

             
	25.  Date (YYYYMMDD)
             



	26.  Name (Last, First, Middle Initial) 

     
	26b.  Social Security Number:

     

	27.  SWA to MIAP Information
Please select SWA Communities previously used and provide User ID for each community. (check one or more):

COMMUNITY
 FORMCHECKBOX 
AFMC (MXL/MXP/MXJ/MXN)                                        

 FORMCHECKBOX 
AIRFOCE (MMA)
 FORMCHECKBOX 
CARCASS TRACKING (MMC)      

 FORMCHECKBOX 
DCPS  (MZF/MZO)       

 FORMCHECKBOX 
DLA  (MZY/MZW)           

 FORMCHECKBOX 
FACTS  (MZC)   

 FORMCHECKBOX 
NALC  (MMC/MMX)             

 FORMCHECKBOX 
NAVSUP (MMC/MMX)     

 FORMCHECKBOX 
NSLC (MMC/MMX)                                                                                                                                                                                                       
USER ID
     
     
     
     
     
     
     
     
     
COMMUNITY
 FORMCHECKBOX 
AFSAC/SAMIS (MXL/MXP/MXJ/MXN)
 FORMCHECKBOX 
ARMY (MMA)
 FORMCHECKBOX 
CRIF (MZC)
 FORMCHECKBOX 
DECC MECH

 FORMCHECKBOX 
DSCA (MXL/MXP/MXJ/MXN)
 FORMCHECKBOX 
MXC (MXC)
 FORMCHECKBOX 
NAVICP (MMC/MMX)
 FORMCHECKBOX 
NITC (MXS/MXN)
 FORMCHECKBOX 
STARS (MZC)
USER ID
     
     
     
     
     
     
     
     
     
Printer LU/Name:          (*Provide more than one if applicable) 


	27b. File Transfer Protocol 
 Please Specify DNS for FTP:        
	27c. CAC PKI Certificate - *See instructions for further information.
PKI Certificate Number:       
Found on the Common Access Card (CAC) certificates.

	Part III – Security Manager Validates the Background Investigation or Clearance Information

	28.  Type of Investigation

               

	28a. Date of Investigation (YYYYMMDD)
               

	28b. Clearance Level

                

	28c.  IT Level Designation

 FORMCHECKBOX 
  Level I      FORMCHECKBOX 
  Level II      FORMCHECKBOX 
  Level III

	29.  Verified by (Print Name)
         
	30. Security Manager Telephone Number

             
	31.  Signature


	32.  Date (YYYYMMDD)

     

	Part IV:  Completion by Authorized Staff Preparing Account Information

	Title:

     
	System

     
	Account Code

     

	     
	Domain

     
	     

	     
	Server

     
	     

	     
	Application

     
	     

	     
	Directories

     
	     

	     
	Files

     
	     

	     
	Datasets

     
	     

	DATE PROCESSED:

(YYYYMMDD)
      
	PROCESSED BY (Print Name and Sign)
      


	DATE:

(YYYYMMDD)
       


	DATE REVALIDATED

(YYYYMMDD)

     
	REVALIDATED BY (Print Name and Sign)

     

	 DATE

(YYYYMMDD
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